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**§ 655. Enhancement of Federal and non-Federal cybersecurity**

In carrying out the responsibilities under section 2202 [6 USCS § 652], the Director of the Cybersecurity and Infrastructure Security Agency shall—

**(1)** as appropriate, provide to State and local government entities, and upon request to private entities that own or operate critical information systems—

**(A)** analysis and warnings related to threats to, and vulnerabilities of, critical information systems; and

**(B)** in coordination with the Under Secretary for Emergency Preparedness and Response, crisis management support in response to threats to, or attacks on, critical information systems;

**(2)** as appropriate, provide technical assistance, upon request, to the private sector and other government entities, in coordination with the Under Secretary for Emergency Preparedness and Response, with respect to emergency recovery plans to respond to major failures of critical information systems; and

**(3)** fulfill the responsibilities of the Secretary to protect Federal information systems under subchapter II of chapter 35 of title 44, United States Code [44 USCS §§ 3551 et seq.].
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